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Knaccuueckunm nnenbyk

N

N

A

KoHTeKeT npouecca

Kak a1O0T dann nogaBuncs Ha y3ne? Kem oH 6bi51 co3gaH?
KTo 661N poauTenem npouecca? Kakon KomaHgonm bl 3anyLeH npouecc?

KoHTeKkeT nonb3oBaTens

KTo 3anyctun npouecc?
OTKyda nonb3oBaTesib npuwlen Ha ysen?

UTO NnpoucxoauT panblue
[lonHoueHHOe paccnefgoBaHne NHUMOEHTa N pearnpoBaHne

Mpouecc reg.exe
N3MeHWN napameTp
holavpn knioua
peecTpa, oTBevaloLwmnmn
3a aBTO3anyck,

Ha 3HayeHue
c:\users\aamelina\
desktop\calc.exe

Ha y3ne
aamelina.plat.form




KoHTeKkCcT npouecca

= Kak aToT dpann nosgBuncd Ha yane?

= Kem OH 6bin co3naH?

= KT0 6b111 poanTenem npouecca?

= Kakown komaHgow 6bin 3anyLeH
npouecc?

» 12.05.2023 11:04:10

[Mpouecc "reg.exe" nameHun napametp "holavpn” Knodya peectpa, 0OTBEYAKLWMIA 32 aBTO3aNyCK, Ha 3HadeHue "c:\users\aamelina
\desktop\calc.exe" Ha yane aamelina.plat.form

CreHepupoBaHo No Npasuny Koppenayum
Windows_Autorun_Maodification

W3 1 ucxogHoro cobeiTHA [

[o6aBUTb MCKNHOYEHHUE

v MapameTpbl Koppensauuu

correlation_nam

o

4]

correlation_typ
alert.context

alert.key

~ KaTteropus

category.generic
category.high

category.low

~ Ponu Bo B3auMoenCcTBUN

CybbekT
subject.process.name
subject.process.path
subject.process.fullpath
subject.process.guid

subject.process.id

O6bekT
object
object.name
object.property
object.value
object.type
object.path

object.fullpath

Windows_Autorun_Modification
event
regex_match: \currentversion\run | app: holavpn

c:\windows\system32\reg.exe|c:\users\aamelina\desktop\calc.exe

Attack
Persistence

Registry Run Keys / Startup Folder

reg.exe
c:\windows\system3z2\
c:\windows\system32\reg.exe
e5e214b7-f2fa-645d-f601-000000002600
6936

reg_object

holavpn

value

c:\users\aamelina\desktop\calc.exe

registry run
\registry\user\s-1-5-21-1260549424-181218984-3392690056-1118\software\microsoi
\registry\user\s-1-5-21-1260549424-181218984-3392690056-1118\software\microsof
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pt MaxPatrol 10 Al AKTUBBI CobbiTus MHUMAGHTBI v

3a12-12 man M Bce cobbiTuA

CozpaTb MHUMABHT © CBA3aTb C MHUMASHTOM BbinycTuTb oT4YeT [MoKa3aTb Ha TONONOTMK

®uneTp: War 1 Be6uHap *
f uuid = "669B81ad6-b2ab-45f1-aa/2-d7f42.. lll time, event_src.host, text » [T time (cBekee cBepxy) correlation_name, COUNT(#*) as Cnt Cnt (9 - 8) +. 16608

Mpouecc "reg.exe” namennn napametp "holavpn® Knoua peecTpa, OTBEYAKWWA 38 aBTO3aNycK, Ha 3HadeHue "c\users\aamelina\desktop'\calc.exe" Ha yane aamelina.plat.form

1 windows_autor... 12.05.2023 11:04:10 aamelina.plat.form

Bcero 1 rpynna Becero 1 cobbiTue, BoiGpaHo 1




ABTOMAaTN3aUNA NMONCKA KOHTEeKCTa

4 N Bxoobl monb3oBaTtenen: 4624, user _start
3anucatk B TC _ 3anyck npoueccos: 4688, 1

CospaHune pannos: 11

Mwurpauuna B npouecc: 8

<> YpoanenHoe nogkioderune: VPN, RDG

3anpocC aaHHbIX

Koppensauwnn

n anepThbl
> Ob6orawieHmne .




ABTOMAaTN3aUNA NMONCKA KOHTEeKCTa

Mpouecc "reg.exe" nameHun napametp "holavpn® Knoda peecTpa, OTBEYAOLWMWA 332 aBTO3anyck, Ha aHadeHue "c\users\aamelina
\desktop\calc.exe" Ha yane aamelina.plat.form

CreHepvpoBaHO No Npasuy KoOppenauum

Windows_Autorun_Modification
U3 1 ucxonHoro cobbiTHa [

[106aBUTS UCKNIOYeHHe Tabnun4yHbIn cnucok: Process_chains

~ MapameTpbl Koppensayuu

correlation_name  Windows_Autorun_Modification

correlation_type  event

“ ” "
alert.context regex_match: \currentversion\run | app: holavpn
alertkey c\windows\system32\reg.exe|c\users\aamelina\desktop\calc.exe i § : ) )
+ KaTteropus
category.generic  Attack

category.high Persistence

Registry Run Keys / Startup Folder 1 Soniichevaniat form 6936 naen.exe nt authority\system 999 ot authorit 000 ‘ 19 5456

~ Ponu Bo B3auMoaeACcTBUN ea S - au U
/ CybbexT \ 20anov.piat.ic 5936 ymiprvse.exe .
subject.process.name reg.exe 1 plat-veeam-back.rf.p 6936 -
subject.process.path  c:\windows\system32\

subject.process.fullpath  c:\windows\system32\reg.exe

subject.process.guid  e5e214b7-f2fa-645d-f601-000000002600 1 aamelina.plat.form 6936 fontdrvhost.e nt authority\system 999 font driver 223 Description:Usermode Font [ MPHASH:SE65A8FCOD3B5 Te 7672

\ subject.process.id 6936 / 1 db.rfplat.form 6936 taskhostw.exe  db\administrator 7275147 db\admin 7275 Description:Host Process for MPHASH:1CCD2E7A159E4 97 1340

O6beKT

object reg_object
object.name holavpn
object.property  value

object.value c\users\aamelina\desktop\calc.exe

object.type registry run M
object.path  \registry\user\s-1-5-21-1260549424-181218984-3392690056-1118\software\microsof anHeceM BCIO 3TV
object.fullpath  \registry\user\s-1-5-21-1260549424-181218984-3392690056-1118\software\microsof I/IH(I)OpMaLWIlO B CpaGOTKy




KoHTeKkCcT npouecca

4 N 4 N

[Mpouecc “reg.exe" MameHUn napameTp “holavpn” Knw4a peectpa, OTBEYAKOW WK 3a aBTO3aNYyCK, Ha 3HavYeHue "c:\users\aamelina [poyecc “reg.exe” nameHnn napametp “holavpn® knoya peecTpa, 0TBeYaOLMA 3a aBTO3aNycK, Ha 3HaveHue "c:\users\aamelina
\desktop\calc.exe" Ha yane aamelina.plat.form \desktop\calc.exe" Ha y3ne aamelina.plat.form
CreHepMpoBaHO Mo NpaBuy Koppenauum CreHepupoBaHO Mo NpaBuny KOppenauuu
Windows_Autorun_Modification Windows_Autorun_Modification
13 1 ucxoaHoro cobbiTua [ 13 1 ucxoaHoro cobbiTua 4
Ho6aBUTE UCKNIOYEHHe [06aBUTb UCKNHOYEHHe
~ lMapameTpbl KOppenayun + [NapameTpbl Koppenauun
correlation_name  Windows_Autorun_Modification correlation_name  Windows_Autorun_Modification
correlation_type event correlation_type event
alert.context regex_match: \currentversion\run | app: holavpn alert.context regex_match: \currentversion\run | app: holavpn
alert.key ciwindows\system32\reg.exe|c:\users\aamelina\desktop\calc.exe alert.key ci\windows\system32\reg.exe|c:\users\aamelina\deskiop\calc.exe
~ KaTteropusa ~ KaTteropusa
category.generic  Attack category.generic  Attack
category.high Persistence category.high Persistence
category.low Registry Run Keys / Startup Folder categorylow Registry Run Keys / Startup Folder
~ Ponu Bo B3auMogencTBun ~ Ponu Bo B3aumopgeiicTBum
Cy6bekT Cy6bexT
subject.process.name reg.exe subject.account.name aamelina
subject.process.path  c:\windows\system32\ subject.account.domain plat.form
subject.process.fullpath  c:\windows\system32\reg.exe subject.account.session_id 544091
subject.process.guid e5e214b7-f2fa-645d-f601-000000002600 subject.account.id §-1-5-21-1260549424-181218984-3392690056-1118
subject.process.id 6936 subject.process.name reg.exe
subject.process.path  ¢:\windows\system32\
Ob6bekT
) subject.process.fullpath  c:\windows\system32\reg.exe
object reg_object
. subject.process.cmdline  "C:\WINDOWS\system32\reg.exe" add HKEY_CURRENT_USER\Software\Microsoft\Wi
object.name  holavpn
_ subject.process.guid  e5e214b7-f2fa-645d-f601-000000002600
object.property value
subject.process.id
object.value  c\users\aamelina\desktop\calc.exe J P 6936
) . subject.process.parent.name powershell.exe
object.type registry run
) ) subject.process.parent.id 7184
object.path  \registry\user\s-1-5-21-1260549424-181218984-3392690056-1118\software\microsof
_ ) subject.process.parent.cmdline  "C:\Windows\System32\WindowsPowerShell\v1.0\powershell.exe"
object.fullpath  \registry\user\s-1-5-21-1260549424-181218984-3392690056-1118\software\microsof'

\_ / \_ /




Poantenmn poauntenen: uenoykuy npoueccos

<reg.exe « powershell.exe <> ? < explorer.exe « > <userinit.exe < winlogon.exe € >

N N

host host
pid pid
name name

~ V
Hantun cobbiTne ctaprta \
npouecca powershell.exe /




Poantenmn poauntenen: uenoykuy npoueccos

KTO Tbl U YUTO TbI?

|

<whoami.exe « cmd.exe €« radf4777.tmp.exe « winword.exe « >

l file fullpath
Hantn cobbiTne co3pgaHuns
dawnna radf4777.tmp.exe




Poantenmn poauntenen: uenoykuy npoueccos

<whoami.exe « cmd.exe €« radf4777.tmp.exe (file creator: winword.exe) « winword.exe ... >

J/ file fullpath

Gaﬁﬂn cobbiTune cosp,amnh

dainna radf4777.tmp.exe/

AN




Poantenmn poauntenen: uenoykuy npoueccos

het.exe € cmd.exe € cv.docx.exe € telegram.exe € ...
[MogpobHee

O paccrsiegoBaHM aTakK
C NCIMOJ1b30OBaHMEM
Lierno4yek rnpoueccoB

whoami.exe € powershell.exe € services.exe € ...

reg.exe € powershell.exe € explorer.exe € ...

c\windows\system32\reg.exe
CAWINDOWS\system32\reg.exe" add HKEY_CURRENT_USER\Software\Microsoft\Wine
reg.exe «— powershell.exe — explorer.exe « userinit.exe «— winlogon.exe « SMSSs.exe «
8596

powershell.exe

Llenouka npoueccoB B MaxPatrol SIEM




Knaccuueckunm nnenbyk

A\ 4

A\ 4

A\ 4

KoHTeKeT npouecca

Kak a1O0T dann nogaBuncs Ha y3ne? Kem oH 6bi51 co3gaH?
KTo 661N poauTenem npouecca? Kakon KomaHgonm bl 3anyLeH npouecc?

KoHTeKkeT nonb3oBaTens

KTo 3anyctun npouecc?
OTKyda nonb3oBaTesib npuwlen Ha ysen?

UTO NnpoucxoauT panblue
[lonHoueHHOe paccnefgoBaHne NHUMOEHTa N pearnpoBaHne

Mpouecc reg.exe
N3MeHWN napameTp
holavpn knioua
peecTpa, oTBevaloLwmnmn
3a aBTO3anyck,

Ha 3HayeHue
c:\users\aamelina\
desktop\calc.exe

Ha y3ne
aamelina.plat.form




KoOHTeKCcT nonb3oBaTens

HanTn BHewWwHUNn HanTtn ncxogHbin HanTtmn
appec appec cobbiTne Bxoaa

NN 7

O VPN O RDP [j Start process [—)

1

External IP Assigned IP Session 544091 Session 544091
10.158.3.6 10.125.17.18

v

3anucatb B TC 3anncatb B TC 3anncatbB TC




YctaHoBka RDP-coeanHeHus

logon_type 10 ¢ )
O rpp; 9P




YctaHoBka RDP-coeanHeHus

O - NLA: logon_type 3  logon_type 10
O | 1

15.05.2023 10:43:14 aamelina.plat.form 185117054 10.125.17.6 MNonbaoBaTent aamelina ocyllecTBUA yCNelHblA BXOa B cUCTeMY Ha yane aamelina.plat.form Tun exopa: Remotelnteractive

15.05.2023 10:43:06 aamelina.plat.form 185047817 10.125.17.6 MNonb3oBaTenb aamelina ocywecTBWUA yCNeLWHbIA BXOA B cUCTeMy Ha yane aamelina.plat.form Tun Bxoaa: Network




YctaHoBka RDP-coeanHeHus

logon_type 7/

Alena Amelina
=T

O - NLA: logon_type 3  logon_type 10
O | 1

15.05.2023 11:48:24 aamelina.plat.form 185488856 10.125.17.6 MNMonb3oBaTenb aamelina ocyLWeCTBUA YCNELWHbIA BXOA B cUCTeMY Ha yane aamelina.plat.form. Tun Bxoaa: Unlock

15.05.2023 10:43:14 aamelina.plat.form 185117054 10.125.17.6 lMonbzoeaTent aamelina ocyWecTEBWA YCNELWHBIA BXOA B cUCTeMy Ha y3ane aamelina.plat.form. Tun exoaa: Remotelnteractive

15.05.2023 10:43:06 aamelina.plat.form 185047817 10.125.17.6 lMonbzoeaTens aamelina ocywWecTBWN YCNELWHBIA BXO4 B cUCTeMy Ha y3ne aamelina.plat.form. Tun Bxona: Network




Xntpbin RDP

O VPN O RDP \ [j Start process E
AN _ —

External IP Assigned IP Session 544091 Session 544091
10.158.3.6 10.125.17.18
ke

Session 7284707

N3meHnTb 3anncb B TC
Session: 544091
Src.ip: 10.125.17.6

O VPN O RDP
)

External IP Assigned IP Session 8072040
10.158.34 10.125.17.6

U




KoOHTeKCcT nonb3oBaTens

4 N N

> @ 12.05.2023 10:19:52 g5 Windows_Logon_Sessions_RDP (zanonuaerca npagunamu oboraiiesms)

Ta6nuyHblid cnucok Windows ceccuid nonb3oeartenei RDP
Mpouecc “reg.exe” UaMeHUn NnapameTp "holavpn® KNwya peecTpa, 0TEEYAOUIMA 32 aBTO3aNYCK, Ha 3HaYeH!

"c:\users\aamelina\desktop\calc.exe” Ha y3ne aamelina.plat.form rocneanas sanuch Ceroaus, 8 10:49
CozpaH Byepa, B 17:00

CreHepMpoBaHO NO NPaBUNY KOpPPenAyMu TUNHYHIA paar»jep 100000000

Windows_Autorun_Modification MakcumMancHblil pasmep 1000000000
BpemMa ¥U3HWU 3anncu 3n

M3 1 MCXoOQHOro cobbITHA [

[l062BUTb HCKITIOUYEHIe I} 3anwcwm (1 / 100000000) lMpaeuna oboraweHua (2)
~ [NapameTpbl Koppensayum ahl # PellakTupoBaTb coflepAumoe OYACTUTL TaBNUYHBIA CNMCOK =] Wmnopr [> 3kcnopt
correlation_name  Windows_Autorun_Modification Y (username = "aamelina”) AND (host = "aamelina.plat.form”) x
correlation_type event
host @, src_ip src_host src_asset a dst_host dst_ip logon_type session_id username Qg
alert.context regex_match: \currentversion\run | app: holavpn
aamelina.plat.form  10.125.17.6 10.125.17.6 180b2aB1-.. aamelina.plat.form null 10 544091 aamelina

alertkey c:\windows\system32\reg.exe|c:\users\aamelina\desktop\calc.exe

\_ /

v KaTteropusa

-

category.generic  Attack
— (= : * il
category.high Persistence © PunuTp: Bee cobbiTus =
category.low Registry Run Keys / T ((msgid = 4624) AND (event_src.host =.. x » |Ill time, event_src.host, subject.account.. » [T time (ceexee cBepxy) *» E » &
. time = event_src.host subject.account.session_id src.ip text
~ Ponu Bo B3aUMOAENCTBUN
s = 12.05.202310:17:19 aamelina.plat.form 7284707 10.125.17.6 NMonb3oBarenb aamelina ocywWwecTBWUA YCNEelWHbIA BXo B cucTeMy Ha yane aamelina.pl
yobexT
subject.account.name aamelina .
E 12.05.2023 09:10:07 aamelina.plat.form 544091 10.125.17.18 lNMonb3oearenb aamelina ocywWecTBUN YCNelWHbIW BXo4 B cucTeMy Ha yane aamelina.pl
subject.account.domain  plat.form
subject.account.session_id 544091
subject.account.id s-1-5-21-126054942

subject.process.name reg.exe K
subject.process.path  c:\windows\system32\
subject.process.fullpath  c\windows\system32\reg.exe
subject.process.cmdline  "CAWINDOWS\system32\reg.exe" add HKEY_CURRENT_USER\Softwa
subject.process.guid e5e214b7-e898-645d-3701-000000002600




YctaHoBka RDP-coeanHeHus

4 N )

lMonesoBaTenb aamelina oCyLWeCcTBMN YCNELWHbIW BXOJ B CUCTeMY Ha yane aamelina.plat.form. Tun Bxoga: Remotelnteractive Monbzosatens aamelina_admin ocyLecTBUN YCMelwHbIA BXO B cUCTEMY Ha yane aamelina.plat.form. Tun Bxoaa: Remotelnteracti

> KaTteropus

> AppecaTbl

~ Ponu Bo B3auMogeACcTEUU

Cy6beKT
subiect
subject.name
subject.domain
subject.id
subject.account.name
subject.account.domain
subject.account.session_id
subject.account.id
subject.account.privileges
subject.process.name
subject.process.path
subject.process.fullpath

subject.process.id

06beKkT
object
object.property

object.value

~ lNapameTpbl B3auMoaelicTBUA

logon_type

account

aamelina

plat
§-1-5-21-1260549424-181218984-3392690056-1118
aamelina

plat.form

8072040
5-1-5-21-1260549424-181218984-3392690056-1118
local user rights

svchost.exe

c:\windows\system32\
c:\windows\system32\svchost.exe

1908

system
session |D with ElevatedToken

0

info

10

\_

> Kateropusa

> AppecaTtbl

~ Ponu Bo B3aMMogeicTBUM

Cy6bekT
subject

subject.name
subject.domain

subject.id
subject.account.name
subject.account.domain
subject.account.session_id
subject.account.id
subject.account.privileges
subject.process.name
subject.process.path
subject.process.fullpath

subject.process.id

O6beKT
object
object.property

object.value

v [NapameTpbl B3auMopencTeEnA
importance

ogon_type

account

aamelina_admin

plat
5-1-5-21-1260549424-181218984-3392690056-1114
aamelina_admin

plat.form

8072520
§-1-5-21-1260549424-181218984-3392690056-1114
local administrator rights

svchost.exe

c:\windows\system32\
c\windows\system32\svchost.exe

1908

system
session |ID with ElevatedToken

8532520

info

10




-

KoOHTeKCcT nonb3oBaTens

-

» [ 12.05.2023 10:19:52 £6 Windows_Logon_Sessions_RDP (zanonuserca npaeunamu oboraieHus)
lMpouecc "reg.exe" nameHun napametp "holavpn" Knw4a peecTpa, OTBEYAKOUWMA 3a aBTO3aNyck, Ha 3HaAYEH! Ta6nuunbii cncok Windows ceccuit nonbsosateneit RDP
"c\users\aamelina\desktop\calc.exe" Ha y3ne aamelina.plat.form A e RS CeronmTEros
CosnaH Buepa, g 17:00
CreHepyMpoBaHO Mo NpPaBUNY KOPPENALWK TUNHUHBI pasmep 100000000 3. I'IplllHeceM
Windows_Autorun_Modification MakcumanbHbIiA pasmep 1000000000 BCHO 3Ty
M3 1 UCXOHOro COBLITUS [ Bpems KM3HH 3anmcH 3n
NnHpopmauumo
JoB6aBuTh UCKNOYEHKUE D\?
3anucw (1 /100000000) lNpaBuna o6oralleHua (2) B Cpa60TKy
~ NapameTpbl Koppenauum
Al # PepakTupoBaTh COAepHUMoe OUMCTUTb TaBNWMYHBIA CMIUCOK 3] WmMnopt [> 9kcnopr
correlation_name  Windows_Autorun_Modification
correlation_type event Y (username = "aamelina") AND (host = "aamelina.plat.form”) x
alert.context  regex_match: \currentversion\run | app: holavpn L host @, src_ip src_host src_asset a dst_host session_id username Q,
alert.key ci\windows\system32\reg.exe|c:\users\aamelina\desktop\calc.exe
2 aamelina.plat.forrn 10.125.17.6 10.125.17.6 180b2a81-.. aamelina.plat.form 544091 aamelina
v KaTeropua \
category.generic  Attack /
category.high  Persistence 7% Active_External_Sessions (zanonyaerca fipaeunamm o6oraieHua)
category.low Registry Run Keys / Startup Folder
TabnuyHbIA CNUMCOK Tekywwx nogknodeHuil no VPN RDG ana o6oraueHna cpaboToK BHEWHWMKW afgpecamu
~ Ponu Bo B3aUMOgedCTBUM MocnegHAA 3anucb CerogHsa, B 13:12
CospnaH Buepa, g 17:00
Cy6bekT 1 L‘I TunNWYHbIK pasmep 5000 2. l-'|TO Mbl 3Haemum
_ ) . 11TO Mbl 3HaeM MakcumManbHbIA pasmep 1000000 n
subject.account.name aamelina o N . 9 06 3TOM agpece:
_ _ 06 STOVI ceccmm f pema XWU3HW 3aMnucKH n
subject.account.domain  plat.form
subject.account.session_id 544091 3anucu (2 / 5000) MpaBuna o6oraieHns (4)
subject.account.id s-1-5-21-1260549424-181218984-3392690056-1118 . ;
ahil # PepakTWpoBaTb COQEPKUMOe OYKUCTUTE TABMWUHBIA CNUCOK 2] Whinopt [> Skcnopt
subject.process.name reg.exe
subject.process.path  c:\windows\system32\ Q Bce sanucu
subject.process.fullpath  c:\windows\system32\reg.exe external_ip external_host provider country username Qg type Q, assigned_ip
subject.process.cmdline  "CAWINDOWS\system32\reg.exe" add HKEY_CURRENT_USER\Softwar
_ _ 10.158.3.5 10.158.3.5 null null amuhin plat.form null openvpn 10.125.17.18
subject.process.guid e5e214b7-e898-645d-3701-000000002600
10.158.3.4 null null AMuhin plat.form null openvpn

K / \ 10.158.3.4 10.125.17.6 /




O6oraweHune no VPN-ceccun

-

amuhin@plat.form
O VPN

/)

External IP Assigned IP Session 8072040
10.158.3.4 10.125.17.6
50 Active_External_Sessions (3anonHaetca npasunamm oborauieHus)
TabnNWYHbIR CNMCOK Terywux nogknodeduii no VPN u RDG ana oborauleHna cpaboToK BHELWIHWMW afipecamMu
[MocneqHAA 2anuc CerogHna, B 13:12
D30aH Buepa, B 17:00
TUNMYHE g 5000
Makci 13ME 1000000
Bpe M3HI ncu 2n
Janucu (2 / 5000) Mpaeuna o6orawenns (4)
ahil #° PenakTWpoBaTh COAEpMWUMOE OYHUCTUTE TABNWYHBIA CNWCOK ] Wmnopt [> Skcnoprt
mne Qg type Qg
10.158.3.5 10.158.3.5 amuhin plat.form openvpn
12.05.2023 10:48:25 10.158.3.4 10.158.3.4 AMuhin plat.form openvpn

aamelina@plat.form
RDP

Start process

]

10.125.17.18

10.125.17.6

D

Session 544091

OpenVPN
Cisco
Fortinet
Citrix
Kpuntollpo




KoOHTeKCcT nonb3oBaTens

lMpouecc “reg.exe" MaMeHWUN napameTtp "holavpn” KN4ya peecTpa, OTBeYaKWMA 33 aBTO3AMNYCK, Ha 3HadeHue "c\users
\desktop\calc.exe" Ha y3ne aamelina.plat.form

CreHepvpoBaHo Mo NpaBuNy KOPpenauum
Windows_Autorun_Modification
13 1 cxoOHoro cobbiTua [

[o6aBUTb NCKNKYEHUEe

~ MapameTpbl Koppensauumn

correlation_name  Windows_Autorun_Modification
correlation_type event
alert.context regex_match: \currentversion\run | app: holavpn

alert.key ci\windows\system32\reg.exe|c:\users\aamelina\desktop\calc.exe

v Karteropus

category.generic  Attack
category.high Persistence

category.low Registry Run Keys / Startup Folder

~ Ponu BOo B3auMogeincTBuA

CybbekT
subject.account.name aamelina
subject.account.domain plat.form
subject.account.session_id 544091

subject.account.id
subject.process.name
subject.process.path
subject.process.fullpath
subject.process.cmdline
subject.process.guid
subject.process.id
subject.process.parent.name
subject.process.parent.id

subject.process.parent.cmdline

5-1-5-21-1260549424-181218984-3392690056-1118
reg.exe
c\windows\system32\

c:\windows\system32\reg.exe

"CAWINDOWS\system32\reg.exe" add HKEY_CURRENT_USER\Software\M

e5e214b7-efe3-645d-c801-000000002600

796

powershell.exe

7184
"C:\Windows\System32\WindowsPowerShell\v1.0\powershell.exe"

~

J

\_

~N

MNpouecc "reg.exe” namenun napametp "holavpn” Kntoya peecTpa, OTBEYarOWKWA 3a aBTO3aNyCcK, Ha 3Ha4yeHue "c\users
\aamelina\deskiop\calc.exe" Ha yane aamelina.plat.form

CreHepupoBaHO MO NpaBuy KOppenauum
Windows_Autorun_Modification
13 1 ucxoaHoro cobbiTua [

Lo6aBUTb MCKTHOYEHWe
v [NapamMmeTpbl KOppensayuu

correlation_name  Windows_Autorun_Modification
correlation_type event
alert.context regex_match: \currentversion\run | app: holavpn

alertkey ci\windows\system32\reg.exe|c:\users\aamelina\desktop\calc.exe

> Kateropus

v Apgpecatbl

OTnpaBuTenb

external_src.host 10.158.3.4
src.host  10.125.17.6
src.ip  10.125.17.6

~ Ponu Bo B3aumogeicTBMH

CybbekT

subject.application.account.na...

subject.application.account.do...
subject.account.name
subject.account.domain
subject.account.session_id
subject.account.id
subject.process.name
subject.process.path

subject.process.fullpath

amuhin

plat.form

aamelina

plat.form

544091
5-1-5-21-1260549424-181218984-3392690056-1118
reg.exe

c\windows\system32\

c\windows\system32\reg.exe




[MpnHaTHNe peweHnsa o pearnpoBaHNn

[lpouecc reg.exe N3MeHW NapameTp
holavpn kntoya peecTpa, OTBEeYaloLW i
3a aBTO3anyck, Ha 3Ha4yeHune
c:\users\aamelina\desktop\calc.exe
Ha y3ne aamelina.plat.form

[Mogknoumewmncsb No VPN ¢ ncnonb3oBaHnem
yueTHoun 3anucy amuhin@plat.form n Tem
CaMbIM NOJSTy4YMB OOCTYMN BO BHYTPEHHIOK CETb,
aTakyoLNI OCYLLECTBU NHTEPaKTNBHbI
Bxo[ Ha y3en aamelina.plat.form, ncnonbays
YYETHbIE JaHHbIE MONb30BaTeNd
aamelina@plat.form. lvies nHTepakTNBHbLIN
OOCTYM K Y3NYy, aTakyoLWMiA 3aryCT
powershell.exe 1 3akpenuncgd Ha y3ne,
N3vMeHnB NnapameTp holavpn knioya peecTtpa,
OTBEeYaloLIA 3a aBTO3aryck, Ha 3HaJYeHmne
c:\users\aamelina\desktop\calc.exe




Ha kakmne nonga o6paw,atb BHUMaHNE

[Mone TakcoHOMUM Kakyo nHdopmauuno cogepXxXxmTt

object.process.*
object.process.parent.*
subject.process.*
subject.process.parent.*

IHpopmaLmg o npoLecce-o6bekTe U npoLecce-cyobekTe,
eC/in OHa OTCYTCTBYET C MICXOOHOW cpaboTke

object.process.chain IHpopmaLma o Lenoyke 3anycka npoLecca
subject.process.chain

subject.account.* IHbopmaLuma o nonb3oBartene
object.account.*

src.ip Appec Bxofa Ha y3ne, eCnu B UCXO4HOW CpaboTKe Nosie He 3anO/IHEHO

src.host

logon_type Twn BXxoga nonb3oBaTteny Ha y3er

external_src.ip BHeLWHW agpec nonb3oBaTesns npu NogktoYeHnn Yepes cpencTBo yaaneHHoro goctyna

external_src.host

subject.application.account.* icxogHOe nma nonb3oBaTend, KOTOPOMY Obif BbigaH aapec nNpu nogkatoyeHnn K MHGpacTpyKType




Knaccuueckunm nnenbyk

) 2
) 3

A\ 4

A\ 4

A\ 4

KoHTeKeT npouecca

Kak a1O0T dann nogaBuncs Ha y3ne? Kem oH 6bi51 co3gaH?
KTo 661N poauTenem npouecca? Kakon KomaHgonm bl 3anyLeH npouecc?

KoHTeKkeT nonb3oBaTens

KTo 3anyctun npouecc?
OTKyda nonb3oBaTesib npuwlen Ha ysen?

UTO NnpoucxoauT panblue
[lonHoueHHOe paccnefgoBaHne NHUMOEHTa N pearnpoBaHne

Mpouecc reg.exe
N3MeHWN napameTp
holavpn knioua
peecTpa, oTBevaloLwmnmn
3a aBTO3anyck,

Ha 3HayeHue
c:\users\aamelina\
desktop\calc.exe

Ha y3ne
aamelina.plat.form




m MHuuaeHTsl - MaxPatrol 10 X m MNpocmoTp cobbitwid - MaxPatrol X | == . —

C @ ptlab-core.ptlab.ptsecurity.ru/#/incident/incidents?groupld=all_incidents&filterld=359e6150-40d6-4a1c-b9b9-ce120ef1c2ed&filterTimeType=creation&period=range&start="1683871200000&end = 1683876960000&incidentld=a56e18c9-5a37-4474-9ec2-c3aed1c7... ¥ W w » 0O 3 :
e Tonk PT & Knowledge Base - G... E ATT&CKE® Mavigator ,P Passwards - Passwo... @ Scanning for Active... wiki Q Security Experts Co...
— 7 19 &
— pt é’l MaxPatrol 10 Al AKTUBBI CobkiTuA MHUMAEHTEI v C6op AaHHBIX v CtangapTsl Cuctema v @ - @ =
CO3[aHHble v 3a 12 - 12 man [ Bce MHUMAEHTDI
Cosniatb PenakTupoBaTh | YnanuTb BbIMYCTUTb OTHET : @ ' Impacket_Secretsdump

Bce MHUMAEHTDI .
: HesakpbITble MHUWAEHTHI O6HapyXeHo UCNonbaoBaHue yTUNUTbl Secretsdump, 4To6bl

HenpuBA3aHHbIE MHLWAE... yAaneHHo co3AaTh famn naponei Ha yane amuhin.plat.form

MOW MHUMACHTbI He3akpbiTble MHUWAEHTDI

Impacket_Secretsdump

]

v Mo rpynnamM akTUEOB
directoryservice T INC-12809 Run_Masquerading_Executable_File He onpepenexna He onpepneneH P Hoebii 12 Man
M_19270
v Domains i NC-12790
INC-12790 Impacket_Secretsdump He onpenenena He onpegeneH HoBbliit 12 man HoBLi
bf.plat.form ) Ho
INC-12789 Remote_Password_Dump He onpepenexa He onpepgenen HoBbii 12 mas DEtoa

_Directory Service

He onpepeneHa
external.plat.form

He onpepeneH
plat.form

HeT naHHbIX
rf.plat.form J U

18 cobbITUi
02_QA * 6 BbICOKOW BAXHOCTH

12 cpefHel BAMHOCTH

0S Detect
He HazHaueH
v PTLAB
Het
v B3 HQ Lo
— PacnonoxeHune
v bf.plat.form

2 BOBNEYEHHbIX

yamain Caontr _ -

v Domain Contr... = 1 aTaKyloLWKiA
Unmanaged hosts
10.125.124.0/24

nmanacad hosts
Bce MHLMAEHTD LIJLJ *1na WT—]‘;' _t s
10.125.124.0/24
v CTaHAapTHble GUNbTPbI
v MHUMaeHTbI No cTaTycam WUcTopus
HoBble MHUWAEHTHI
YTBEPXKAEHHBIE MHUMA... 12 man
MHUKMAEHTEI B paboTe 12 man
Ckpunt SIEM
PaspellueHHbie MHUMAE..
M3mMeHeHo: cobbITHE
3akpbITble MHUWAEHTDI 12 mas, 11:02

HeaakpbiTble MHUMAEH...
v | = He onpenenena
Moao3puTenbHble one..
v OBHapyXeHWe BpelOHOCH...
O6HapyxeHWe BUpyca
O6Hapy¥XeHWe CETEROT ...
O6HapyXeHWe TPDOAHCK...

OBHapyXeHWe XaKepck...
' Bcero 3 uHUmMAaeHTa, BbiGpaH 1

L ¥



ELwle npole, eLlye 6bicTpee

pl: MaxPatrol 10 Al AKTUBDI CobblTHA MHUMOEHTBI v C60p AaHHbIX v CraHpapTbl EDR v Cuctema v
CobbiTA  3anocneaHue 12 mecsues (M x
» + % ¥4 [MokasaTb Ha TONONOrUM - i » [ 24.05.2023 16:42:21
a
'3 < e ®unbtp: Bce cobbiTua * hl B v X Monb3oBaTtenb exchange$ nogkntouunca K kaHanam ¢ nopta 12902 yana 10.155.1.77 ¢ noMoLLbo NporpaMmMHoro oéecnedyeHns S
=
= i harpHound nnu BloodHound
& Y correlation_name X » |ll time, event_src.host, text » P BbinonHnTo P
ey
2 IT time (cBexee cBepxy) » & exchange$  Aneptbi (0)
=
>
2 - :
= E correlation_name, COUNT(*) as Cnt x » OnpaBuTens
it ent (9 - 8) » 3 10000 % 10.155.1.77  Anepthi (0)
« Cnt ~ [ correlation_name time ~ sre.ip
10.155.1.77
540 Isass_mem... BB 24052023 16:42:2 @
201 creation_su... %] 24.05.2023 16:42:2 Hantu cobbiTusa c aTtum IP-agpecom
Y B src.ip OTKPbITb
63 . .
subrule_sh... %] 24.05.2023 16:18:3 Y sdstip  OTKpbITH
; atop Security
11 subrule_sh... B 2405202316184 T Beventsrcip  OTKphiTh Jiscovery
HaiTu CobbITUA C 3TUM UMEHEM y3a
[ %] 24.05.2023 16:18:2
Y B src.host OTKpPbITb
] 24.05.2023 15:08:4 Y Bdsthost  oTKpbITb
Y Bevent_src.host OTKPbITb
%] 24.05.2023 15:08:4
v lMapameTpbl Koppenauum
%] 24.05.2023 14:44:51 comp-&
correlation_name  Subrule_Sharphound_Server_Side
Bcero 4 rpynnbl Bcero 63 cobbiTus, BblGpaHo 1

correlation_type subrule




BanTnncTmHr no o6orawleHHbIM gaHHbIM

O6HapyxeHo ceTeBoe obpalleHune K y3ny 104.18.20.226:80, nHnunnpoBaHHoe danom setup.exe
N3 BPEMEHHOW ONPEKTOPUN Ha y3ne

‘c\users\mocher~1\appdata\local\temp\cr_a3b52.tmp\setup.exe" —install-
archive="c:\users\mocher~1\appdata\local\temp\cr_a3b52.tmp\browser.packed./z"
—brand-package="c:\users\mocher~1\appdata\local\temp\cr_a3b52.tmp\brand” —-
partner-package="c:\users\mocher~1\appdata\local\temp\cr_a3b52.tmp\partner” -
update —do-not-launch-browser —silent --broupdater-using -broupdater-origin=auto
file creator is executor

setup.exe (file creator is executor) « yabroupdater.tmp « browser.exe

O6bIuHbIN

BaUT/INCTUHI TYT
Perncrpupyercs Cobupaem

cpaboTka KOHTEKCT

»
L

\ 4

v
\ 4

D
&

I
N __

HOpManu3aumns oboralieHune Koppenaumns oboralleHune




BanTnncTmHr no o6orawleHHbIM gaHHbIM

[lo6aBUTb MCKNKOYEHKE

< Haszapn

spicious_(
JobaBuTe UCKNKOUYEHHe No oboralleHHBIM AaHHBIM i
*nt
| Ecnm alert.context=mocheredko | connection from 3
user temp directory: setup.exe | icheredko
| Ecnw object.process.chain=setup.exe (file creatoris 3 4 #-18.20.22
L) el oG ess. Lilla = s . L5
| executor) — yabroupdater.tmp — browser.exe CTaTbﬂ 06 I/Inulee
Fcnu object.process.parent.name=yabroupdater.tmp v 60 [ BaNnT INICTNIHI a
| object.process.name=setup.exe
& N obpaboTke
| EC'_W _ _ 3¢ mmand Al
object.process.parent.cmdline="¢c:\users\mocher~1\a . nO)}(H bl X
ppdata\local\temp\yabroupdater.tmp” --do-not- plication L o
| launch-browser --silent --broupdater-using -- Cpa 6aTb| Ba H Vl Vl
broupdater-origin=auto

Fcnu object.process.name=setup.exe U nonb3oeartens 3 4
{ mocheredko

Fcnm src.ip=10.2.64.83 u nonb3oratens mocheredko 6 [ Jnachered

:l[:' haradlen
A TS SR,

BeburHap npo
MeXaHN3Mb
06paboTKN
NCKJTIOYEHNIN

B MaxPatrol SIEM

icheredko
icheredko.
05.2023 08:00:5 10.2.64.83

54450




[M6koe ynpaBneHne TUNomMm cpaboTku

CreHepupoBaHO Mo NpaBuily Koppensauuu CreHepupoBaHO Mo npaBuy Koppenauum
: Windows_Autorun_Modification . Windows_Autorun_Modification
oLecc onedriveseti oLiecc onedrivesetl - -
n3 1 ucxopgHoro cobbiTua [ n3 1 ncxoaHoro cobbiTna 4
oLiecc onedriveseti oLlecc onedriveseti
r

[lo6aBUTb UCKI/THOYEHME

< Ha3sa
[06aBUTb UCKNIOUEHUE a

[o6aBnTb 3Ha4yeHue 10C... ific
Mepes3anucaTb TMN KOppensauum

Bcerpga permctpupoBaTh cObbITUA A9 y3N1a, NoNb30BaTens
% 3aMeHUTb TUN Ha Onda npaBuna Kq

unwu alert.key...

Windows_Autorun_Modification
He permctpupoBaTtb cobbITUA 414 Y3713, MON1b30BaTENA UK

alert.key.. 3aMeHUTb TUM Ha ¢ i ANA npaBuna K9
y p 6 Windows_Autorun_Modification .
CKNoYmnTb cpaboTky ([Jo6aBuThb B | Correlatlon type_
ESC_Exclusion_from_the_CommonEnricher)... 3aMeHNTb TUM Ha i ANA npaeuna 4 _ _ -
Windows_Autorun_Modification " INCI d ent

He pernctpupoBaTb COObITUA MO APYrUM KPUTEPUAM...
| cknroyeHune 6yaet Job6aBneHo B TabIMYHbINA CIMCOK = avent

ALK Correlation_Types_to_Override u SUbele

= draft




MexaHn3ambl B Lndppax

o

Tab/INYHbIX CNNCKOB
* [lpoueccobl

 Ceccumn nonbloBaTenen

* BHewHne nogkoyeHns

« CospnaHHble dpannbl

3

KOMaHAbI SKCNnepToB
Benn paboTy Haf Pa3paboTKON

9

npaBunn ob6oraweHuns,

KOTOpble 3anuncbiBatoT gaHHble B TC
N NMPWHOCST AaHHble B cpaboTKu,
YTOObI YMIPOCTUTb PAabOTy aHaNNTUKY

10 000+

HaCoB TeCTnpoBaHms

Ha COBCTBEHHON NHOPACTPYKTYPE,
HECNHTETUYECKUX AaHHbIX N peasibHOM
NoTOKe COobbITUIA

70+

MHTerpaumMoHHbLIX TeCTOB,

YyTO6bl Mbl BCErga Moramn 6biTb
yYBEPEHbI B KOPPEKTHOCTN PaboThl
MEeXaHN3MOB rNocne NobbixX
OBHOB/IEHUNIN KOHTEHTA

1

NnakKkeT 3KCrnepTums3bl

BKJ/1IOYAIOLLA MHOTONTETHUI OMbIT
paboTbl akcnepToB PT ESC




| lakeT akCcnepTn3bl
«PaccnegoBaHme 3anycka rnpoueccon
1 NCCcnegoBaHle ceaHCOoBY»
NO3BOJIGEeT aBTOMaATU3NpoOBaThb
naenbyknm no paccriegoBaHnto
NHUNOEHTOB




Cnacunéo!




