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1. OBLUME CBEAAEHUNSA O VIEWSTATE

«CocTosiHne rpescrasieHnsi — 3TO MeToA, KOTopbivi rnaar¢popma Beb-cTpaHuy ASP.NET
UCrOb3yeT /151 COXPaHEHUs 3HaYeHUui CTPpaHulbl W 3/1EMEHTA YMNpPaBEHUS MEXAY LUMKIamu
obpabotku. [lpn otobpaxkeHun pasmeTku HTML cTpaHuubl, TeKyljee COCTOSIHUE CTpaHulbl U
3Ha4YeHus [OJ/DKHbI COXPAaHSITbCS BO BpeMsi 06paTHOro 3aripoca, cepnasn3ysicb B CTPOKM B
KoampoBKe base64. 3ateM AaHHble CBEAEHMS MMOMELLAIOTCS B CKPbITOE 0J1€ MM 10151 COCTOSIHNS

NpeacTaB/ieHns».
MSDN

«Yrto genaert ViewState?

- COXpaHsIeT AaHHbIE€ 3J7IEMEHTOB YIPaB/IEHMS M0 K/IHOYY, Kak XaL-Tabua.

- OTCnexunBaeT n3MeHeHUs1 cocTosiHns ViewState'a.

- Cepuannsnpyert un 4ecepnanmn3npyetr COXpPaHEHHbIE AaHHbIE B CKPbITOE r10/1€ Ha K/IMEHTE.

- ABTOMatn4yecku BOCCTaHaB/IMBAET AaHHbIe Ha postback'ax.»

N3 ctaTbn paspabortunka ASP.NET o mexaHu3amax ViewState

Ecnn ewe npouwe, 10 ViewState — 3710 ckpbiTbin napameTtp B HTML-cdbopMe, KOTOpbIN Nepenaer
cepBepy TEKYLUYI CTPYKTYpy COAEPXMMOro CTpaHuubl. [puMep WCMNONb30BaHUSA: COXpaHeHue
3Ha4yeHuin nonen popMbl Ha CTpaHULLE BO BPEMS MOCTPAHUYHOIO NPOSINCTbIBAHUS CMNCKOB.

HecMoTps Ha TO, YTO CyLLECTBYIOT U aKTUBHO MCMOMb3YHOTCA MeToAbl u3basneHus ot ViewState u
paboTbl 6e3 Hero (B OCHOBHOM, C nomoubto CYB[]), 3Ta TEXHOMOrMS MO YMOJTYaHUIO BK/KOYEHA B
ASP.NET 1 yacTto ee ncnonb3ytot 6e34yMHo.

«E1je 6os1ee BaxHO noHumarts, 4Yero ViewState HE paenaer.

Yro He genaet ViewState?

- ViewState He coxpaHsieT aBToMaTnyeCKy COCTOSIHUE MOEM K1acca (CKPbITbIX, 3aLUMLEHHBIX NN
OTKPbITbIX).

- ViewState He 3arnomMmHaeT Kakyr-mbo nH@dopMaLUmnio ripu 3arpy3Ke CTpaHulbl (TO/IbKO
postback'n).

- ViewState He cHUMaeT HeO6X0AUMOCTb 3arpyXXaTh AaHHbIE MPY KaxaoM 3arpoce.

- ViewState He oTBeyaeT 3a 3arpy3Ky AaHHbIX, KOTOPbIE 6bl/in OTMPaB/IEHbI Ha CEPBEP, HANpPUMep,
BBEZIEHHbIX B TEKCTOBOE ro/ie (xoTs ViewState u urpaet 34ecb BaxKHyo poJib).»

N3 ctaTbn paspabortunka ASP.NET o mexaHu3aMmax ViewState

OTO, eCTecTBeHHO, nNpuBoAUT K 6onee rnybokmm npobnemMam - OTCYTCTBUIO GUAbTpaUMn Wu
HEMOHMMaHMIO TOro, KakK MpaBUIbHO A0/HKHO paboTaTb Be6-npuioxeHue.
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Paszpabotumkm nogyac aymatoT, yuto pa3 ViewState — 370 cepuanusoBaHHas CTPyKTypa, Aa elle u
«3awndpoBaHHas» base64, TO HMKaAKOM 3/I0YMbIWJIEHHUK HE CMOXeT JobpaTtbcad Ao ee
COAEPXXNMOTO...

Ha camom e gene, ecnu wundpoBaHMe 1 npoeepka uenoctHoctn (MAC) OTKIIHOUYEHbI, BCE ropasao
npoule. [lekogmpyem base64:

= =5 o~ D & |€l Beb |www.motobit.com_a'utiI_a'base64-decoder-encoder.asp

-

~f/Notifications/
. |-~/

54847417 ct188%ContentPlac

WEPDWUKMTEZNZzg2NjU3008WPB4ZX3R1eHRTC3NP cGVud 2FSMTAXMZgSN zQwiwlEVGVAdB4aX2NoZWNrX3NZ T3
+L8hpc3RvenkvTaltaXRzLmFzcHhkZATHDWSWAhS2ER]
+Le@lhakdvTWoiakx]llmFzcHhkZAI IDw8WAh8eET ZodHRwO18vd3d3LnZ@YjI8LnI1L3BlcnvbmFsL331bwoa
+L8Zyb258LBxvZ291dC5hec3B4ZGQCAQBMAR4ADC3TJERE
+L2kvdnRiMjRTbEINb1987Wx1aWSmbySnaWZkAgMPZBY CAgEPDXYEHERUZXhBBSC B 2Ny aXBaPmFsZXI@KCdY
+LINLenZpY 2UvSksmb3TtYXRpb24uYXNwe GREAGMPDXY CHx4FG34vU2V JdXIpdHkv T 2xkU2Vz c 2 LvbnMuy X

OTkpblBaeM AeKoAMpOBaHHbIM dann B hex-peaaktope M BMAMM, 4YTO nepes 060N CTPOKOBOWM
nepeMeHHoM uayT 6aiTbl, yKasbiBalolMe Ha AMHY 3TOM CTPOKM (KonnyecTso 6alT 3aBucuT OT
ANVHBI CTPOKW: ANs CTPOKM <128 6anT noa AnvHy nepeMeHHor byaeT BbiaeneH oamH 6anT).
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Offset o 1 2 3 4 5 ¢ 7 g 9 10 11 12 13 14 15

00001280 &4 64 02 0B OF OF 16 02 1F 1E 05 13 7E 2F 46 72 dd.......... ~/Fr
00001256 &F 6E 74 Z2F 4C &F 67 6F 75 74 2E €1 73 70 78 &4 ont/Logout.aspxd
00001312 &4 0Z 01 OF 16 02 1E 03 73 72 €3 05 1B 7E 2F €9 |[d....... src..~/1

00001328 2F 76 74 62 32 34 SF 6C 6F 67 DaWT pasMepa g5 /vtb24_logo_tele
00001344 69 6E 66 6F 2E 67 69 66 64 02  [EPEMEHHOW. 02 info.gifd...d..

00001360 |01 OF OF 16 04 1E 04 54 €5 78 74 05 27 3C 73 83 | ....... Text. <sc
00001376 |72 69 70 74 3E 61 6C &5 72 74 28 27 58 53 53 21 ||ript>alert ('XSS!
00001352 |27 29 3C 2F 73 63 72 69 70 74 3E 54 45 53 54 20 ||')</script>TEST
00001408 54 45 53 54 1F 1E 05 13 7TE 2F 43 6C 69 65 6E 74
00001424 2F 46 6F 72 6D 31 ZE 61 73 70 78 64 64 02 04 OF /Forml.aspzdd...

00001440 &4 16 0OE 66 OF OF 16 02 1F 1E 05 13 7E 2F 43 eC d..f........ ~/Cl
00001456 €% 65 G6E 74 2F 46 6F 72 6D 31 2E 61 73 70 78 64 ient/Forml.aspzd
00001472 &4 0Z 01 OF OF 16 0Z 1F 1E 05 22 7E 2F 4E 6F 74 d......... "~/Not

00001488 &9 66 69 63 61 74 6% 6F GE 73 2F 4E 6F 74 69 66 ifications/Notif
00001504 &5 63 61 74 €9 ©F 6E 73 ZE 61 73 70 78 &4 64 02 ications.aspxdd.
00001520 02 OF OF 16 02 1F 1E 05 1A 7E 2F 53 65 72 76 69 | ......... ~/Servi
00001536 63 65 2ZF 4% 6E 66 6F 72 €D 61 74 69 6F 6E 2E 61 ce/Information.a
00001552 |73 70 78 64 64 02 03 0OF OF 16 02 1F 1E 05 1B 7E |spxdd.......... ~
00001568 | 2F 53 65 63 75 72 69 74 79 2F 4F 6C 64 53 65 73  /Security/0ldSes
00001584 (73 6% 6F 6E 73 2E 61 73 70 78 64 64 02 04 OF 64 sions.aspxdd...d

00001600 16 02 02 01 OF 16 02 1F 1F 67 64 02 06 OF OF 16 | ......... gd.....
000016le 04 1E 08 49 73 53 65 63 75 72 €5 68 1E 08 42 €1 ...IsSecureh..Ba
00001632 6E 6E 65 72 4% €4 66 64 €4 02 07 OF OF 16 04 1F nnerIdfdd.......
00001648 22 68 1F 23 66 64 64 18 01 05 1E S5F 5F 43 6F 6E "h.#fdd...._ Con
00001664 74 72 BF &C 73 52 65 71 75 6% 72 65 50 &F 73 74 trolsReguirePost
00001680 42 ©1 &3 €B 4B €5 79 5F OF 1lé 0OF 05 37 €3 74 eC BackRey_  ...7ctl

00001656 30 30 24 43 6F 6E 74 65 ©E 74 50 6C 61 ©3 65 48 005ContentPlaceH
00001712 6&F 6C 64 65 72 42 6F 64 7% 24 S5F 63 68 65 63 6B olderBody$_check

B aBTOpPMTETHbIX MCTOYHMKAX yKasaHo, YTO anroputM paboTel cepwanusauuwn/gecepuanvsaumm B
ASP.NET<2.0 - LosFormatter, a B >=2.0 - ObjectStateFormatter. MNMoatomMy, ans Toro 4To6bLI
W3MEHUTb 3Ty MEpeMeHHYlo, TpebyeTcs BblUMCINTbL AJIMHY HOBOW CTPOKM, nepe3anucatb CTPOKY,
nepesanucatb 6ant (6aiTbl) C OAMHOM CTPOKWM, MNpoBecTu obpaTHoe kKoauMpoBaHue base64 u
noactasuTtb Bo __ VIEWSTATE.

hittp: 1 rufWebhew/Client/Forml . aspx?_ YIEWSTATE=%2FwEPDwWLILLTESHTY 30T AvOTMPZEYCZ0okFgIC AmakFgICACIKFghmDECMWD AIEDWE W Ah4L

OfivapneHms  Hactpolfikw  MoSuneHei

[#] EXPLOIT!
Cyeta Mou
W KapThl OroBopbl

JavaScript

. OCTAHOBMTE BEINOAHEHHE CUEHApHEE AnA ,\'.l-E!HHI:Il.'-I. CTPaHHLEI
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2. YSA3BUMOCTUN U ATAKUN

ECnM MOMHOXWTb BCE BbILUEM3NIOXEHHOE Ha HU3KWUM YPOBEHb 3HaHWM cpeaHeCTaTUCTn4eckKoro
cneunanuncrta o npasmanoM OopraHunsauunm 6e3onacHoCcTn Be6-npmno>|<eHV|9|, CTaHOBUTCA MOHATHO,
YTO BO3MOXXHO rNnpoBeAeHNE aTaK, NCMOoJIb3YOWNX cneayrowme yassBMMoCTn:

MexcalnToBoe BbinosiHeHWe cueHapues (Cross-Site Scripting, XSS)
MoameHa copepxummoro (Content Spoofing)

BHeapeHune onepatopoB SQL (SQL Injection)

YTeuka nHdopmaummn (Information Leakage)

JNornyeckue ataku (Logical Attacks)

Ya3sumocTtu camoro ViewState

[Mpoune ysa3BnuMoCTr

2.1. MexxcanuToBoOe BbiNoOJIHEHMe cueHapues, logMmeHa coaep>xMMoro

BO3MOXHOCTb M3MeHeHunsa cogepxumoro HTML-CcTpaHuubl cneayeT M3 [aBHOMO npegHasHadeHus
ViewState - «CoxpaHeHue 3HaueHWin CTpaHuubl U 3MEMEHTOB ynpasneHusa». Ecnu aaHHble w3
ViewState, nomelwaemble B Teno HTTP-oTBeTa, HE MpoxoAasaAT HeobxoamMyto GuUNbTPaLMio, TO Mbl
nonydaem «lMoaMeHy COAEPXMMOro» u/Mnm «MexcanToBoe BbIiNOSIHEHUE CLEHapUeB».

Ya3BMMasi KOH(pUrypauyums:
EnableViewStateMac=false
ViewStateEncryptionMode=never|auto

(3aBucur or RegisterRequiresViewStateEncryption)

ViewStateUserKey=EMPTY
2.2. YTeuka nHdopmauum, Jlormueckme ataku

Ecnn paspabotumk He mcnonb3yeT wudposaHme napamerpa VIEWSTATE (Securing View State),
3/10YMbILWIEHHNK MOXET AeKoAMpoBaTb CTpPYKTypy napameTtpa VIEWSTATE u u3Bneyb oTTyaa
KOHdUAeHUManbHble AaHHble. Ecnn e He ucnonb3yeTcs v nposepka uenoctHoctn (MAC), To
3/10YMbILWAEHHUK MOJSTlydaeT BO3MOXHOCTb U3MEHUTb MapaMeTpbl, KOTOpble CNOCOOHbI MOBUATL HA
norvky paboTbl Beb-nMpunoxeHWs, 4To MOXeT noefiedyb 3a cobon «06xon ayTeHTudukauum»
(Authentication Bypass), «06xoa astopusauuu» (Authorization Bypass), «3noynotpebneHue
dyHKUMOHaNbHbIMM BO3MOXHOCTSAMU>» (Abuse of Functionality) un T.A4.

Ya3Bumasa KoHdUrypaums:
ViewStateEncryptionMode=never|auto

EnableViewStateMac=false|true
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2.3. ATakm Ha ViewState

ATakam noaBepxeH W cam MexaHusMm ViewState. Hanpumep, B ceHTabpe 2010 r. 6bina
onybnMkoBaHa YysI3BMMOCTb, Mo3Bofislowas pacwudpoBate ViewState, 3awmdpoBaHHbIN
anroputMoM AES, C NOMOLLbIO OTNPaBKU MHOXECTBA 3arnpocoB CEPBEPY W OTCEXUBAHUSA Pa3HbIX
KoaoB owmnbok [1].

Takxe B cTapblx Bepcusx (1.0, 1.1) Bo3MOXHbI aTakm Tvna «OTka3 B O6cnyxuBaHum» (Denial Of
Service, DoS) (B cny4dae, ecnn VIEWSTATE He wundpyeTcsa) n Replay-ataku (Ha 3awmndpoBaHHbIN
VIEWSTATE). MocnegHne npeactaBnsoT cobon aTakm Ha Kpuntorpadmnyeckuii NpoTokon, Koraa
nepexBaTbiBaeMbIil MaKeT MOXHO OTNpaBUTb elle pa3 U OH b6yaeT KOPPEeKTHO BOCMAPUHAT, 4TO
BbI3OBET HapylweHusa B pabote anroputma. O6 3Tux atakax nucan Michal Zalewski ewe B 2005
roay [2].

2.4. NMpoune ya3BUMOCTH

MNMepemMeHHble, 3anucaHHble B CTPyKTypy ViewState, Tak e Kak W 06bl4Hble MNEepeEMEHHbIE,
nepenasaemMble Metogamm GET/POST/COOKIES, MOryT v AO/KHbI NPOBEPSATbCSA Ha BCe OCTasibHble
YS3BMMOCTU, npucywme Beb-npunoxeHnaMm, Takme Kak «BHeapeHue SQL-koga» (SQL Injection),
«BblnonHeHne koMaHa OC» (OS Commanding), a Takxke Ha Apyrne ysa3BMMOCTM KacCoB
«BbInonHeHue koga», «PasrnaweHve nHbopmaunm» 1 Npou.

Ya3BMMasi KOHpUrypauyums:
EnableViewStateMac=false
ViewStateEncryptionMode=never|auto

(3aBucur ot RegisterRequiresViewStateEncryption)
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3. SALLUNTA

3.1. ENABLEVIEWSTATEMAC

3Ha4yeHue no ymonyauuio: TRUE
HauunHasa c Bepcun: 1.0

Bkntouaetr MAC (Machine Authentication Check) — nposepky 3HaueHus napametpa VIEWSTATE c
MOMOLLBI KOHTPOJIbHON CyMMBI.

Heobxoanmo 3agaTb cBoicTBO EnableViewStateMac="True" B anemeHTe Page.

Kpome Toro, HeobxoaMMo Ans akTMBaLMKM HacTpouTb CBOMCTBA validationKey u validation anemeHTa
machineKey.

MoanepxmBatTCa BCTPOEHHbIE anropuTMbl wndposaHmsa: SHAL1, MD5, 3DES, AES, HMACSHA256,
HMACSHA384, HMACSHAS512.

3.2. ViewStateEncryptionMode

3HauyeHue no ymonuyaHuio: Auto
HauunHas c Bepcuu: 2.0

Mo3sonsiet wndposaTb NnapametTp VIEWSTATE oaHuM 13 cneaytowmx anroputmos: DES, 3DES wnun
AES.

Ons  aktmBauum HeobxoaMMO HacTpouTb CcBoMcTBa decryptionKey wun decryption anemeHTa
machineKey.

3.3. ViewStateUserKey

3HadyeHue no ymonyaHuio: EMPTY
HauumHasa c Bepcun: 1.1

He Bce 3HatoT, 4yTOo ViewState nossonseT 3awMTUTb He ToNbko cebs OT MNoAMEeHbl, HO U BCe
npunoxeHne ot CSRF ¢ nomouwbio napametpa ViewStateUserKey.

ViewStateUserKey - 3T0 nvwb MexaHu3sM  3awmtbl. ObecneumBaTb CAyYalHOCTb U
HenpeaCcKa3yeMoCTb 3TOro napaMeTpa — 3agadva paspaborunka.

Heobxoanmo 3agath cBorcTBO ViewStateUserKey="String" B anemeHTe Page.
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4. SAKJTOMEHUE

M3 pasgenos 2 n 3 BUAHO, YTO B KOHMUrypaumsax no ymonyaHuto ViewState HagexHo 3awuieH ot
YSI3BMMOCTEN HEHYNEBOro AHSA, OAHAKO OYEHb YacTo, «HaMyUYMBLUMCb» C MOCTOSIHHO BbiNaAatoLWNMMK
ownbkKaMm 0 HapyLEHMN LENOCTHOCTU, HEMPABU/bHbLIX apryMeHTax 1 T.4., pa3paboTynmku npocTo
OTKJIIOYAIOT  «KJIIOYM, BbI3biBalOWME OWKNOKU», BMeCTe C TEM OCTaBiss MpPUIIOXEHNE
He3alMLLEeHHbIM OT pa3nyYHbIX aTak.

OpHako ecnu BebH-NMpuioXeHWe HaCTPOEHO BEpHO, BEPOSITHOCTb BO3HMKHOBEHMS OWMOOK M TeM
6onee ysA3BMMOCTEN MOXKHO cBecTh K 0.
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5. CCblJIKAN

[1] http://weblogs.asp.net/scottgu/archive/2010/09/18/important-asp-net-security-

vulnerability.aspx
[2] http://seclists.org/bugtraq/2005/May/27
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KOMMaHNA Ha PpblHKE

[ 6 ] 0 KOMIAHUMN

«Mo3ntne TekHonoaxus» (Positive Technologies) - nmaupytowas

MHMOPMaUMOHHOM 6e30nacHOCTH.

OCHOBHble HanpaBleHNs AeATeNIbHOCTU KOMMaHUN:
pa3paboTKa CUCTEM KOMMIEKCHOrO MOHUTOPUHIa MHMOPMaLIMOHHOW 6e30nacHoCTH

(XSpider, MaxPatrol);

OKa3aHWe KOHCanTUMHIoBbIX ycnyr B obnactmn UB;

npeaocTaB/ieHMe CEPBUCHLIX ycnyr B obnactn Ub;

pa3BUTME BeayLLero poccumckoro noptana no b Securitylab.ru.

KomnaHus «lMo3untme TekHonooxkus» (Positive Technologies) — 310 koMaHaa kBanMdUUMPOBaHHbIX
pa3paboTunMKoOB M KOHCYNbTAHTOB. DKCMepTbl KOMMaHWKM MMEKT OO0MbLION MpPakTUYECKUIA OnMbIT,
SABNAKTCA YIeHaMU MeXAyHapOoAHbIX OpraHnu3aumini, akTMBHO Yy4YacCTBYIOT B pa3BuUTUM OTPac/u.



